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# Aims and Objectives:

The primary aim of the project is to develop a keystroke dynamic based authentication that ensures users can securely use their systems without the possibility of malicious users taking advantage. The system will run in the background and provide constant protection of the user. The secondary aim of the project is to ensure that the systems performance is as good as possible so as not to hinder the user.

In today’s world, passwords aren’t enough in order to guarantee security. Many new methods have been tried with fingerprints and facial recognition being at the forefront of these. While these methods are good for one time login, they don’t prevent malicious users taking control after a legitimate user has logged in. This is where keystroke dynamics is useful. By analysing the keystrokes and building up a profile for the user, a keystroke dynamics-based system can easily ensure that the system is being used by a legitimate user.

Keystroke dynamics-based systems aren’t widespread and as such not many commercially available systems exist. My system is different to the few available because it’s designed to run continuously and has a particular emphasis on performance. Furthermore, I plan to see if I can improve any of the algorithms or systems currently in use.

The system is being primarily created in python 3.9 and has a key emphasis on security and performance. The key objectives are:

1. To produce a lightweight keylogger using python to log all inputs to the system accurately and securely
2. To create a graphical system in python that allows the user to register or login. This system will also allow the system to create and store profiles for that user
3. At an interval set by the user, the system will create a profile for the user based on the typing since the last interval and check this against the profile created in the registration system.
4. If the user doesn’t match, ask the current user to re-authenticate

The system will implement Fishers Linear Discriminant (FLD) which is a machine learning method in order to improve accuracy and reduce high-dimensional data into lower-dimensional data. Along with this, it will also implement feature fusion methods in order to try and combine all the features extracted from the data. In order to improve performance, the system will utilise clustering when storing the profiles to ensure that the system is lightweight and to ensure it’s not a burden when the user is using it.

# Survey of Literature:

To prepare to start this project, I’ve studied many different papers from lots of different areas.

To begin with and gain a basic understanding of how keystroke dynamics authentication works, I read *Time-frequency analysis of keystroke dynamics for user authentication* [1] which presented a very basic system that uses keystroke dynamics along with pure maths-based approach in order to authenticate the user. Unfortunately, this system wasn’t a continuous system, but the paper still provided some value explaining the topic and allowing me to get a basic understanding of how it works.

The paper *Keystroke dynamics-based authentication service for cloud computing: Keystroke Authentication Service* [2]showcase a different approach from the one above in that it makes use of more of a machine learning approach which is different from the previous papers purely maths-based approach. This paper also presents a continuous system which was useful when deciding to create my own.

Research into open-source examples was also undertaken with a look at a keystroke analysis system created by Nikolai Janakiev [3]. This system was very interesting and provided a practical look at how some had implemented a theoretical system using machine learning. The system shown was accurate but at the cost of performance. This system was based upon the paper *Comparing anomaly-detection algorithms for keystroke dynamics* [4]which was a very useful paper on neural network-based keystroke dynamic based authentication.

The paper *Keystroke Dynamics-Based Authentication Using Unique Keypad* [5]presents a system that is only used when logging in with a unique keypad which although not relevant in my case presented another way to make a keystroke dynamics authentication system.

I believe that my current research has given me a good understanding of already existing keystroke dynamics authentication approaches and will allow me to produce a working system, but I believe that I will have to do further research when I implement my secondary aim which is to ensure that the system is lightweight and not a hinderance to the user.
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